## 1. Cách kiểm tra link rút gọn mà không nhấn trực tiếp

• Di chuột lên link để xem địa chỉ thật hiển thị ở góc trình duyệt hoặc thanh trạng thái.

• Sử dụng trang web hoặc công cụ mở rộng (unshortener) để hiển thị đường dẫn gốc mà không cần truy cập.

• Dán link vào các công cụ kiểm tra an toàn URL trước khi truy cập.

## 2. Ba công cụ hoặc cách thức kiểm tra link rút gọn

1. \*\*CheckShortURL (https://checkshorturl.com/):\*\* Giúp hiển thị đường dẫn gốc của link rút gọn.

2. \*\*VirusTotal (https://www.virustotal.com/):\*\* Phân tích link với hàng chục công cụ bảo mật để phát hiện nguy cơ lừa đảo.

3. \*\*Unshorten.It (https://unshorten.it/):\*\* Mở rộng và kiểm tra mức độ an toàn của đường link rút gọn.

## 3. Vì sao link rút gọn thường được dùng trong lừa đảo

• Link rút gọn che giấu địa chỉ thật, khiến người dùng không biết mình sẽ truy cập vào trang nào.

• Kẻ xấu có thể lợi dụng để dẫn người dùng đến trang giả mạo đăng nhập (phishing) hoặc website chứa mã độc.

• Do link rút gọn trông gọn gàng, dễ chia sẻ, người dùng dễ mất cảnh giác và nhấn vào mà không kiểm tra.